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ABSTRACT:

Here, we introduced a robust and highly authenti-
cated visible video watermarking technique, which is 
used as the copyright protection application for many 
govt. companies, organizations, industries and etc., 
We proposed a lossless video watermarking technique 
using two methods called as watermarking with mono-
chrome and translucent images based on One-to-One 
compound mapping of the values of the image pixels, 
which provide us the recovered video without any 
loss. Both the translucent full color and Opaque mono-
chrome images are used in this paper. Two-fold mono-
tonically increasing compound mapping is used to get 
more typical visible watermarks in the video. Measures 
have been taken to protect it from hackers.

I.INTRODUCTION:

Digital video watermarking methods are usually clas-
sified into two types: visible and invisible [1-7]. The 
invisible watermarking aims to embed copyright infor-
mation into host media, in case of copyright infringe-
ments, to identify the ownership of the protected host 
the hidden information can be retrieved. It is impor-
tant that the watermarked image must be resistant to 
common image operations which ensure that the hid-
den information after alterations is still retrievable. On 
the other hand, methods of the visible watermarking 
yield visible watermarks. These visible watermarks are 
generally clearly visible after applying common image 
operations. In addition, ownership information is con-
veyed directly on the media and copyright violations 
attempts can be deterred. In general Embedding of 
watermarks, degrade the quality of the host media. 
The legitimate users are allowed to remove the embed-
ded watermark and original content can be restored as 
needed using a group of techniques, namely reversible 
watermarking [8-11].
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However, lossless image recovery is not guaranteed by 
all reversible watermarking techniques, which means 
that the recovered image is same as the original. Loss-
less recovery is important where there is serious con-
cerns about image quality such as include forensics, 
military applications, historical art imaging, or medical 
image analysis.  The most common approach is to em-
bed a monochrome watermark using deterministic and 
reversible mappings of pixel values or DCT coefficients 
in the watermark region [6, 9, 11]. Another is to rotate 
consecutive watermark pixels to embed watermark 
that is visible [11].the watermarks of arbitrary sizes can 
be embedded into any host image.  

Only binary visible watermarks can be embedded using 
these Approaches. A new method for lossless visible 
watermarking is proposed by using compound map-
pings which allow mapped values to be controllable 
The approach is generic, leading to the possibility of 
embedding different types of visible watermarks into 
cover images. Two applications of the proposed meth-
od are demonstrated; where we can embed opaque 
monochrome watermarks and non-uniformly translu-
cent full-color ones into color images.

II.PROPOSED TECHNIQUE:

Here, we propose a generic one-to-one compound 
mapping for converting a set of numerical values
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The proposed algorithm is described as follows:

Algorithm 1:

Input: Original video, watermark logo image
Output: Watermarked Video 

Steps:

1.First, select and read the original video from the cur-
rent directory folder in MATALB

2.Convert the video into number of frames i.e., number 
of frames per second.

3.Then convert the frames into number of images, 
from these set

(d). the value of Z is set to q.

6.Now, repeat the same process for every image, i.e., 
the set of images obtained from the original video.

7.Reconstruct the images into frames and then into 
video, which is a watermarked video in which the logo 
image has been embedded for copyright protection 
applications.
As an example, the purpose performed by Step:5 of the 
above algorithm for a pixel is illustrated by below fig-
ure 1 .Here the color of the center pixel is estimated by 
using west and north pixels As the pixels are unknown 
to the receiver and covered by the watermark the east 
and south pixels are not used.
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Following algorithm describes removal process for wa-
termarked image.  

Algorithm 2:

Input: watermarked Video, watermark logo (L).
Output: recovered video ‘R’.

Steps:

1.First, read the watermarked video and covert the vid-
eo into number of frames 

2.Now, convert the frames into the number of images 
and select the image ‘W’ form the set of images  .

3.The watermarking area Q is selected in W as the area 
selected in Algorithm 1.

4.Value of each pixel in R is set, which is outside the 
region Q, to be equal to the corresponding pixel in W.

5.For each pixel Z with value q in Q, denote the corre-
sponding pixel in the recovered image R as X and the 
value of the corresponding pixel Y in L as l, and conduct 
the following steps. 

(a) Obtain the same value by applying the same estima-
tion technique used.

b) Set b to be the value l.

c) Restore p from q by setting 

d)   Set the value of X to be p.

III.EXPERIMENTAL RESULTS:

In our simulation results we had executed the MATLAB 
program in 2104a version of MATALB with the specifi-
cations of 4GB Ram, i3 processor. We had tested the 
program code for different videos of format .avi and 
also tested with various logo images to obtain the pre-
cision. In fig.2 we had shown the original video frame, 
which is to be watermarked with logo image. The logo 
image has shown in fig.2 (b). The watermarked and re-
constructed frames had shown in fig.3

(a)       

                                        
 

(b)

Fig.2 Original video frame and logo image

    
 

(a)

     (b)

Fig.3 Watermarked video frame and reconstructed 
video frame
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IV.CONCLUSION :

In this letter, we proposed a new and robust visible 
authenticated video watermarking based on one –to-
one compound mapping. It produces almost 100% re-
covered frames form the watermarked video frames, 
that’s why we call it as lossless visible video water-
marking. This will help us to protect the digital video 
from the copying by unauthorized parties. It provides 
more authenticated watermarking towards the video 
content. In future we can work out on considering 
more number of frames at a time and to improve the 
copyright protection for ownership.
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